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	Reason for change:
	According to SA3 specification for Ranging TS 33.533 v18.0.0 the exposure via the control plane shall reuse authorization procedure for MO-LR. 
In MO-LR procedure the AMF check the subcription details whether the UE is allowed to use the MO-LR service. 

There is no privacy check for MO-LR as this legacy procedure would not require such check. However, in Ranging when a SL Positioning Client UE invokes the MO-LR for Sidelink exposure service the SL-MT-LR procedure will be triggered by the serving AMF, and the SL-MT-LR procedure specifies that the network must check the privacy details by checking the privacy profile. The SL-MT-LR can also be triggered by NEF, AF or LCS Client.

The current Privacy profile is designed to check whether an LCS Client or AF is allowed or not allowed to retrieve the location of the UE either with UE notification or without UE notification. SA3 has specified that the Privacy Profile check is reused for the SL-MT-LR procedure. SA3 not suggested any other privacy check for when a SL Positioning Client UE triggers the SL-MT-LR procedure. It is assumed that the same Privacy Profile check is performed for LCS Client, AF and SL Positioning Client UE when triggering the SL-MT-LR.

The current Privacy profile may include a list of which LCS Client(s) or AF(s) that are allowed to aquire location information of the particular UE. The current specification does not allow the same for SL Positioning Client UEs. It is suggested in this CR to add the possibility to provision a list of UE that are allowed to aquire location information. Without such list the currect specification would require the GMLC to aquire approval from the UEs by using the notifcation mechanism every time a SL Positioning Client UE invokes the sidelink exposure service via the control plane. 
#161:
Privacy handling of Ranging including Privacy Profile is documented in TS 33.533.

	
	

	Summary of change:
	Adding the possibility to include SL Positioning Client UE to the external LCS client list.
Adding the possibility for a UE or AF to update the list of allowed UEs in the external LCS client list.

Clarify in the Privacy clauses that the privacy profile checking is also performed for SL-MT-LR.

Clarify that the LCS Privacy check also check if a SL Positioning Client UE is allowed access to location information of the UE.
#161:
Removing changes from #160 and adding Note and reference about Privacy handling Ranging is specified in TS 33.533.

	
	

	Consequences if not approved:
	There is no method for a network function e.g. the GMLC to check in the LCS UE Privacy Profile whether a SL Positioning Client UE is allowed to retrieve the location for the UE or not. Severe inefficiency if the GMLC always needs to interact with the UE/User to validate whether the SL Positioning Client UE is allowed or not.

	
	

	Clauses affected:
	3.1, 5.4.1

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications	
	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	

	
	

	This CR's revision history:
	








[bookmark: _Toc58920676][bookmark: _Toc145928627][bookmark: _Toc138251313][bookmark: _Toc138251311][bookmark: _Toc58920560][bookmark: _Toc122418051][bookmark: _Toc66692643][bookmark: _Toc66701822][bookmark: _Toc69883480][bookmark: _Toc73625490][bookmark: _Toc98836861][bookmark: _Toc125508458][bookmark: _Toc125508617][bookmark: _Toc125974545][bookmark: _Toc58920557][bookmark: _Toc122418048][bookmark: _Toc122418134][bookmark: _Toc122440738]* * * * First change * * * *
[bookmark: _Toc153792542][bookmark: _Toc58920559][bookmark: _Toc145928444][bookmark: _Toc58920611][bookmark: _Toc145928503]3.1	Definitions
For the purposes of the present document, the terms and definitions given in TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].
5G enhanced positioning area: see TS 22.261 [3].
5G positioning service area: see TS 22.261 [3].
LCS Client: entity that interacts with GMLC for the purpose of obtaining location information for one or more UEs. The LCS Client may reside in the UE.
For the purposes of the present document, the following terms and definitions given in TS 23.271 [4] apply:
Call Related: see TS 23.271 [4].
Codeword: see TS 23.271 [4].
Current Location: see TS 23.271 [4].
Deferred location request: see TS 23.271 [4].
DL Positioning: positioning of a target UE in which the target UE obtains downlink measurements for a 3GPP RAT.
GNSS Assistance Data: see clause 6.5.2.1 of TS 37.355 [20].
Immediate location request: see TS 23.271 [4].
Last Known Location: see TS 23.271 [4].
LCS (LoCation Services): see TS 23.271 [4].
Local Co-ordinates: see TS 23.032 [8].
Local Location: location determined by Local Co-ordinate(s).
Located UE: see TS 23.586 [40].
Location Estimate: see TS 23.271 [4].
LOS/NLOS measurement indication: LOS-NLOS-Indicator as defined in TS 37.355 [20] or LOS/NLOS information as defined in TS 38.455 [15].
Positioning Reference Unit (PRU): see TS 38.305 [9].
Mobile Base Station Relay: see TS 23.501 [18].
PRU association: association of a PRU with an LMF by providing PRU related information to an LMF.
PRU dis-association: remove the PRU related information to dis-associate a PRU with an LMF.
Pseudonym: see TS 23.271 [4].
Pseudonym mediation device: Functionality that verifies pseudonyms to verinyms.
RAT Independent Positioning: positioning of a target UE in which the target UE obtains measurements not related to a 3GPP RAT.
Requestor: see TS 23.271 [4].
Requestor Identity: see TS 23.271 [4].
Response Method: for LCS Client using the OMA MLP protocol. Detail see TS 23.271 [4].
Scheduled Location Time: a future global time (e.g. UTC) at which a UE is to be located.
Service Type: see TS 23.271 [4].
Sidelink Positioning: see TS 23.586 [40]
SL Positioning Client UE: see TS 23.586 [40]
Target UE: see TS 23.271 [4].
UL Positioning: positioning of a target UE in which NG-RAN obtains uplink measurements of the target UE for a 3GPP RAT.
UL+DL Positioning: positioning of a target UE using both DL Positioning and UL Positioning.
Velocity: see TS 23.271 [4].
Verinym: see TS 23.271 [4].

* * * * Next change * * * *
[bookmark: _Toc153792601]5.4	UE LCS privacy
[bookmark: _CR5_4_1][bookmark: _Toc153792602]5.4.1	General
An LCS client or AF may or may not be authorised to retrieve the UE location, e.g. for commercial use. UE LCS privacy is a feature which allows a UE and/or AF to control which LCS clients and AFs are and are not allowed access to UE location information. UE LCS privacy can be supported via subscription and via UE LCS privacy profile handling. 
With subscription, privacy preferences for a UE are stored in a UE LCS privacy profile as part of UE subscription data in the UDM and queried from the UDM by another NF such as GMLC or NEF. The UDM may also store the UE privacy profile in the UDR. In this release of the specification, subscription of privacy preferences is restricted to the Call/Session unrelated Class as defined in clause 5.4.2.2.3 and the PLMN Operator Class as defined in clause 5.4.2.2.4.
With UE LCS privacy profile handling, the UE and/or AF can provide and update part of the UE privacy profile and provide it to the network as an update to the UDR. In this release of the specification, UE LCS privacy profile handling is restricted to the Location Privacy Indication as defined in clause 5.4.2.3.
The UE LCS privacy profile is used to indicate whether LCS requests from LCS clients and AFs are allowed or disallowed, together with the POI as defined in clause 5.4.4.
NOTE 1:	In clause 5.4, even if the UE LCS privacy detail is only described for LCS client, the same detail is also applicable for AF if no exception statement.
NOTE 2:	A SL Positioning Client UE, LCS client or AF may also retrieve the UE’s position via Ranging/SL positioning service. Privacy handling via Ranging/SL positioning privacy profile for this case is specified in TS 33.533 [46] 
[bookmark: _CR5_4_2]* * * * End of changes * * * *

